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Itôs fair to say 

computers and 

technology have 

come on a fair way 

since I was at 

school 



Almost one in five 

young people who use 

social networking sites 

suffered a very bad 

experience last year, 

research by the charity 

NSPCC shows 
 

 

*Figures are much higher for those stating something minor upset them & higher still for those 

with a disability 

 



The report also says that cyberbullying appears to be on the increase 



One of the headlines from just a few months ago; 

Social media 'at least half' of calls passed 

to front-line police ï source BBC News  

24th June 2014 



The report also said a "large number" 

of users of sites like Facebook, 

Snapchat and Instagram were under 

the minimum age of 13 and a there 

was a marked increase in fake 

accounts 



ñI also believe that parents/teachers/family are not as supportive 

as they should be because they do not understand the 

technology and what you can do with itò -   

 Sophie Thorne, Cyberbullying victim, Swindon 2013. 



Did you know that the words we say only account for just 

7% of how we communicate and what people pick up on? 



Advice for kids staying safe online:  

 

ÅNever share passwords with anyone  

ÅOne account per site in your name is plenty  

ÅDonõt add people who are not your friends 

ÅBe very careful how you share your personal 

information  

ÅDonõt post things that could embarrass you at 

a later stage  

ÅFamilarise  and regularly review your privacy 

settings  

ÅReport inappropriate behaviour to the site / 

service provider and tell an adult you can 

trust about it.  

 



Most teenagers think they are being safe 

online and believe there are no dangers. 

 

 
ñItôs great with 

Snapchat because 

the images all 

delete after 15 

secondsò.  

 
In October 2014 It is 

announced that 

200,000 images stolen 

from teenagers on 

Snapchat were leaked 

onto the web! The 

teenagers thought the 

images were long 

gone. 



Advice for parents 

ÅBe involved in your childôs online life. 

Talk to them about what theyôre doing, if 

they know you understand they are more 

likely to approach you if they need 

support.  

ÅKeep up-to-date with your childôs 

development online. Be inquisitive and 

interested in the new gadgets and sites 

that your child is using. Itôs important that 

as your child learns more, so do you. 

 



Advice for parents 

ÅSet boundaries in the online world just as 

you would in the real world. Think about what 

they might see, what they share, who they talk to 

and how long they spend online. It is important 

to continue to discuss boundaries so that they 

evolve as your childôs use of technology does. 

ÅKnow what connects to the internet and 

how. Nowadays even the TV connects to the 

internet. Your child will use all sorts of devices 

and gadgets; make sure youôre aware of which 

ones can connect to the internet, such as their 

phone or games console 



And thereôs moreé. 

ÅKnow about parental controls and how to 

set them (kids do bypass these) 

ÅEmphasise that not everyone is who 

they say they are. Make sure your child 

knows never to meet up with someone 

they only know online. 

ÅKnow what to do if something goes 

wrong. Just as in the offline world, you 

want to help your child when they need it. 

Therefore, it is important to know when 

and how to report any problem. 

 

 

 



 

 



 

 

 

* It is estimated that the real figure is much higher with several offenders not 

realising what they had done was illegal  

 

 

* Facebook  also state that over 8% of their accounts are fake accounts  

 



A small sample of the laws 

that protect us online 
 

 

and how they might affect you?  



Protection From Harassment Act 1997 
 

Unfortunately protection from harassment wonôt protect you from having to tidy your 

room or do your homework! Unfortunately those are just things we have to do.  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Harassment is a course of conduct that the offender ought to know is wrong. So it 

could apply to bullying and of course this includes the internet.  



Threats to Kill (Offences Against the Person Act 1861) 
 

A threat to kill is a serious threat that a person believes to be 

real and not just joking around with friends. People can write 

threats on Twitter and on peopleôs Facebook walls. 
 

 

 

 

 

 


